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Subpart F—Special Standards of 
Diligence; Prohibitions; and 
Special Measures for Dealers 
in Precious Metals, Precious 
Stones, or Jewels 

§§ 1027.600–1027.670 [Reserved] 

PART 1028—RULES FOR OPERATORS 
OF CREDIT CARD SYSTEMS 

Subpart A—Definitions 

Sec. 
1028.100 Definitions. 

Subpart B—Programs 

1028.200 General. 
1028.210 Anti-money laundering programs 

for operators of credit card systems. 

Subpart C—Reports Required To Be Made 
by Operators of Credit Card Systems 

1028.300 General. 
1028.310–1028.320 [Reserved] 
1028.330 Reports relating to currency in ex-

cess of $10,000 received in a trade or busi-
ness. 

Subpart D—Records Required To Be Main-
tained by Operators of Credit Card 
Systems 

1028.400 General. 
1028.410 Recordkeeping. 

Subpart E—Special Information Sharing 
Procedures To Deter Money Laun-
dering and Terrorist Activity 

1028.500 General. 
1028.520 Special information sharing proce-

dures to deter money laundering and ter-
rorist activity for operators of credit 
card systems. 

1028.530 [Reserved] 
1028.540 Voluntary information sharing 

among financial institutions. 

Subpart F—Special Standards of Diligence; 
Prohibitions, and Special Measures for 
Operators of Credit Card Systems 

1028.600–1028.670 [Reserved] 

AUTHORITY: 12 U.S.C. 1829b and 1951–1959; 31 
U.S.C. 5311–5314 and 5316–5332; title III, sec. 
314, Pub. L. 107–56, 115 Stat. 307. 

SOURCE: 75 FR 65812, Oct. 26, 2011, unless 
otherwise noted. 

Subpart A—Definitions 

§ 1028.100 Definitions. 

Refer to § 1010.100 of this chapter for 
general definitions not noted herein. 
To the extent there is a differing defi-
nition in § 1010.100 of this chapter, the 
definition in this section is what ap-
plies to part 1028. Unless otherwise in-
dicated, for purposes of this part: 

(a) Acquiring institution means a per-
son authorized by the operator of a 
credit card system to contract, directly 
or indirectly, with merchants or other 
persons to process transactions, includ-
ing cash advances, involving the opera-
tor’s credit card. 

(b) Credit card has the same meaning 
as in 15 U.S.C. 1602(k). It includes 
charge cards as defined in 12 CFR 
226.2(15). 

(c) Foreign bank means any organiza-
tion that is organized under the laws of 
a foreign country; engages in the busi-
ness of banking; is recognized as a 
bank by the bank supervisory or mone-
tary authority of the country of its or-
ganization or the country of its prin-
cipal banking operations; and receives 
deposits in the regular course of its 
business. For purposes of this defini-
tion: 

(1) The term foreign bank includes a 
branch of a foreign bank in a territory 
of the United States, Puerto Rico, 
Guam, American Samoa, or the U.S. 
Virgin Islands. 

(2) The term foreign bank does not 
include: 

(i) A U.S. agency or branch of a for-
eign bank; and 

(ii) An insured bank organized under 
the laws of a territory of the United 
States, Puerto Rico, Guam, American 
Samoa, or the U.S. Virgin Islands. 

(d) Issuing institution means a person 
authorized by the operator of a credit 
card system to issue the operator’s 
credit card. 

(e) Operator of a credit card system 
means any person doing business in the 
United States that operates a system 
for clearing and settling transactions 
in which the operator’s credit card, 
whether acting as a credit or debit 
card, is used to purchase goods or serv-
ices or to obtain a cash advance. To 
fall within this definition, the operator 
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must also have authorized another per-
son (whether located in the United 
States or not) to be an issuing or ac-
quiring institution for the operator’s 
credit card. 

(f) Operator’s credit card means a cred-
it card capable of being used in the 
United States that: 

(1) Has been issued by an issuing in-
stitution; and 

(2) Can be used in the operator’s cred-
it card system. 

Subpart B—Programs 
§ 1028.200 General. 

Operators of credit card systems are 
subject to the program requirements 
set forth and cross referenced in this 
subpart. Operators of credit card sys-
tems should also refer to Subpart B of 
Part 1010 of this Chapter for program 
requirements contained in that subpart 
which apply to operators of credit card 
systems. 

§ 1028.210 Anti-money laundering pro-
grams for operators of credit card 
systems. 

(a) Anti-money laundering program re-
quirement. Effective July 24, 2002, each 
operator of a credit card system shall 
develop and implement a written anti- 
money laundering program reasonably 
designed to prevent the operator of a 
credit card system from being used to 
facilitate money laundering and the fi-
nancing of terrorist activities. The pro-
gram must be approved by senior man-
agement. Operators of credit card sys-
tems must make their anti-money 
laundering programs available to the 
Department of the Treasury or the ap-
propriate Federal regulator for review. 

(b) Minimum requirements. At a min-
imum, the program must: 

(1) Incorporate policies, procedures, 
and internal controls designed to en-
sure the following: 

(i) That the operator does not au-
thorize, or maintain authorization for, 
any person to serve as an issuing or ac-
quiring institution without the oper-
ator taking appropriate steps, based 
upon the operator’s money laundering 
or terrorist financing risk assessment, 
to guard against that person issuing 
the operator’s credit card or acquiring 
merchants who accept the operator’s 

credit card in circumstances that fa-
cilitate money laundering or the fi-
nancing of terrorist activities; 

(ii) For purposes of making the risk 
assessment required by paragraph 
(b)(1)(i) of this section, the following 
persons are presumed to pose a height-
ened risk of money laundering or ter-
rorist financing when evaluating 
whether and under what circumstances 
to authorize, or to maintain authoriza-
tion for, any such person to serve as an 
issuing or acquiring institution: 

(A) A foreign shell bank that is not a 
regulated affiliate, as those terms are 
defined in § 1010.605(g) and (n) of this 
Chapter; 

(B) A person appearing on the Spe-
cially Designated Nationals List issued 
by Treasury’s Office of Foreign Assets 
Control; 

(C) A person located in, or operating 
under a license issued by, a jurisdiction 
whose government has been identified 
by the Department of State as a spon-
sor of international terrorism under 22 
U.S.C. 2371; 

(D) A foreign bank operating under 
an offshore banking license, other than 
a branch of a foreign bank if such for-
eign bank has been found by the Board 
of Governors of the Federal Reserve 
System under the Bank Holding Com-
pany Act (12 U.S.C. 1841, et seq.) or the 
International Banking Act (12 U.S.C. 
3101, et seq.) to be subject to com-
prehensive supervision or regulation on 
a consolidated basis by the relevant su-
pervisors in that jurisdiction; 

(E) A person located in, or operating 
under a license issued by, a jurisdiction 
that has been designated as non-
cooperative with international anti- 
money laundering principles or proce-
dures by an intergovernmental group 
or organization of which the United 
States is a member, with which des-
ignation the United States representa-
tive to the group or organization con-
curs; and 

(F) A person located in, or operating 
under a license issued by, a jurisdiction 
that has been designated by the Sec-
retary of the Treasury pursuant to 31 
U.S.C. 5318A as warranting special 
measures due to money laundering con-
cerns; 

(iii) That the operator is in compli-
ance with all applicable provisions of 
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subchapter II of chapter 53 of title 31, 
United States Code and this chapter; 

(2) Designate a compliance officer 
who will be responsible for assuring 
that: 

(i) The anti-money laundering pro-
gram is implemented effectively; 

(ii) The anti-money laundering pro-
gram is updated as necessary to reflect 
changes in risk factors or the risk as-
sessment, current requirements of this 
chapter, and further guidance issued by 
the Department of the Treasury; and 

(iii) Appropriate personnel are 
trained in accordance with paragraph 
(b)(3) of this section; 

(3) Provide for education and training 
of appropriate personnel concerning 
their responsibilities under the pro-
gram; and 

(4) Provide for an independent audit 
to monitor and maintain an adequate 
program. The scope and frequency of 
the audit shall be commensurate with 
the risks posed by the persons author-
ized to issue or accept the operator’s 
credit card. Such audit may be con-
ducted by an officer or employee of the 
operator, so long as the reviewer is not 
the person designated in paragraph 
(b)(2) of this section or a person in-
volved in the operation of the program. 

Subpart C—Reports Required To 
Be Made by Operators of 
Credit Card Systems 

§ 1028.300 General. 

Operators of credit card systems are 
subject to the reporting requirements 
set forth and cross referenced in this 
subpart. Operators of credit card sys-
tems should also refer to Subpart C of 
Part 1010 of this Chapter for reporting 
requirements contained in that subpart 
which apply to operators of credit card 
systems. 

§§ 1028.310–1028.320 [Reserved] 

§ 1028.330 Reports relating to currency 
in excess of $10,000 received in a 
trade or business. 

Refer to § 1010.330 of this Chapter for 
rules regarding the filing of reports re-
lating to currency in excess of $10,000 
received by operators of credit card 
systems. 

Subpart D—Records Required To 
Be Maintained By Operators 
of Credit Card Systems 

§ 1028.400 General. 

Operators of credit card systems are 
subject to the recordkeeping require-
ments set forth and cross referenced in 
this subpart. Operators of credit card 
systems should also refer to Subpart D 
of Part 1010 of this Chapter for record-
keeping requirements contained in 
that subpart which apply to operators 
of credit card systems. 

§ 1028.410 Recordkeeping. 

Refer to § 1010.410 of this Chapter. 

Subpart E—Special Information 
Sharing Procedures To Deter 
Money Laundering and Ter-
rorist Activity 

§ 1028.500 General. 

Operators of credit card systems are 
subject to the special information shar-
ing procedures to deter money laun-
dering and terrorist activity require-
ments set forth and cross referenced in 
this subpart. Operators of credit card 
systems should also refer to subpart E 
of part 1010 of this chapter for special 
information sharing procedures to 
deter money laundering and terrorist 
activity contained in that subpart 
which apply to operators of credit card 
systems. 

§ 1028.520 Special information sharing 
procedures to deter money laun-
dering and terrorist activity for op-
erators of credit card systems. 

(a) Refer to § 1010.520. 
(b) [Reserved] 

§ 1028.530 [Reserved] 

§ 1028.540 Voluntary information shar-
ing among financial institutions. 

(a) Refer to § 1010.540 of this chapter. 
(b) [Reserved] 

VerDate Mar<15>2010 15:19 Sep 23, 2011 Jkt 223123 PO 00000 Frm 00720 Fmt 8010 Sfmt 8010 Q:\31\31V3.TXT ofr150 PsN: PC150



711 

Financial Crimes Enforcement Network, Treasury §§ 1028.600–1028.670 

Subpart F—Special Standards of 
Diligence; Prohibitions; and 
Special Measures for Opera-
tors of Credit Card Systems 

§§ 1028.600–1028.670 [Reserved] 

PARTS 1029–1099 [RESERVED] 
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